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OZET

Biiytlik yapay zeka sirketleri teknoloji sahasinda 6nemli bir rol oynamaktadir. Oynadiklar1 bu
rol devlet yonetimlerinden bireylerin giindelik hayatlarina kadar genis bir etki alanina sahiptir.
Oyle ki yapay zeka glinimiizde siyasal, ekonomik ve toplumsal-kiiltiirel yapiy: degistiren ve
doniistiiren bir konumdadir. Yapay zeka alanindaki teknolojik bilginin anahtarini elinde tutan
biiylik yapay zeka sirketleri dijital egemenligin kapisini aralamaktadir. Dijital egemenlik,
devletin veri aktarimi ve giivenligi, dijital karar alma siirecleri, algoritmalar, internet ve yapay
zeka teknolojilerinin donanimi gibi hususlar1 yonetme ve denetleme kapasitesini ifade eden bir
kavramdir. S6z konusu sirketlerin 6zellikle veriler ve algoritmalar lizerindeki kontrol giicli goz
Oniine alindiginda, bu durumun devletler agisindan dijital egemenlige yonelik bir tehdit olarak
degerlendirilmesi miimkiin hale gelmektedir. Bunun yani sira bahsi gecen sirketlerin genellikle
Amerika Birlesik Devletleri (ABD) ve Cin menseili olmasi ilgili devletleri veri ve algoritma
gucind elinde bulunduran, yapay zeka alanindaki dijital teknolojileri iireten merkez aktor
konumuna getirirken, bu teknolojilere uyum saglayan, onlar tiiketen ve yasal diizenlemelerle
regiile etmeye calisan diger devletleri ise ¢evre statiisiine hapsetmektedir. Ayrica biiyiik yapay
zeka sirketleri tarafindan iretilen teknolojiler, bu sistemleri kullanan g¢evre konumundaki
devletler i¢in niikleer silahtan daha tehlikeli sonuglar dogurabilme potansiyeli tagimaktadir.
Cevre statiisiindeki devletlerin olasi tehlikeleri bertaraf edebilmeleri ve dijital bagimsizliklarina
kavusabilmeleri i¢in egemen yapay zekad politikalarina agirlik vermeleri gerekmektedir.
Egemen yapay zeka, bir devletin dijital egemenligini ve giivenligini koruyan, ilgili toplumun
temel degerleriyle Ortlisen yapay zeka teknolojilerini gelistirme hevesini ve yetkinligini
vurgulamaktadir. Bu bildirinin amaci 6zellikle ABD ve Cin merkezli kurulmus olan biiyiik
yapay zeka sirketlerinin siyasal alanlari, ekonomiyi, toplumsal ve kiiltiirel yapiy1 etkileme
suretiyle dijital egemenlige nasil niifuz ettiklerini ortaya koymak ve bu hususlarin Tirkiye’ye
yansimalarin ele almaktir. Ayrica bu calisma Tiirkiye’nin kendi menfaatlerine ve degerlerine
uygun egemen yapay zeka uygulamalarini ve politikalarini gelistirmesini savunmaktadr. ilgili
bildirinin  yOntemini nitel arastirma ¢ercevesinde yiirlitiilen alanyazin incelemesi
olusturmaktadir. Bu kapsamda yapay zeka ile ilgili ulusal ve uluslararasi mevzuat ve strateji
belgeleri, yapay zeka sirketleri ile ilgili kaleme alinmis STK raporlari, Tiirkiye Istatistik
Kurumu (TUIK) verileri ve akademik calismalar sistematik bir bicimde betimleyici ve icerik
analizi teknikleri kullanilarak yorumlanmis ve kavramsal ¢ergeve ile iliskilendirilmistir.

Anahtar Kelimeler : Biiyiik Yapay Zeka Sirketleri, Dijital Egemenlik, Egemen Yapay Zeka,
Merkez-Cevre, Devlet, Tlrkiye.

1024


mailto:fatihkirisik@karabuk.edu.tr
https://orcid.org/0000-0002-9663-7502
mailto:hulyaozcaglar@karabuk.edu.tr
https://orcid.org/0000-0003-1861-372

| CORFERER,
o 55,

&

EGE 14th INTERNATIONAL CONFERENCE ON SOCIAL SCIENCES
December 23 - 29, 2025 — IZMIR
ISBN NR: 978-625-5694-64-5

KCADEY,
b
i

D

BIG ARTIFICIAL INTELLIGENCE COMPANIES AND DIGITAL SOVEREIGNTY
ABSTRACT

Big artificial intelligence (Al) companies play a pivotal role in the contemporary technological
landscape. The scope of their influence extends from state governance structures to the
everyday lives of individuals. Indeed, Al has emerged as a transformative force that reshapes
political, economic, and socio-cultural systems. By holding the key to technological knowledge
in the field of artificial intelligence, big Al companies effectively open the door to digital
sovereignty. Digital sovereignty refers to a state’s capacity to govern and regulate critical
domains such as data transfer and security, digital decision-making processes, algorithms, the
internet, and the hardware and software infrastructures underlying Al technologies. Given the
extensive control these companies exercise over data and algorithms, their dominance can be
interpreted as a potential threat to states’ digital sovereignty. Moreover, the fact that the biggest
Al companies are headquartered in the United States and China positions these countries as
central actors that possess data and algorithmic power and produce cutting-edge Al
technologies. In contrast, other states—primarily those that adapt to, consume, and attempt to
regulate these technologies through legal frameworks—are relegated to a peripheral status
within the global digital order. Furthermore, the technologies developed by big Al companies
carry the potential to generate consequences that may be more perilous for peripheral states
than those associated with nuclear weapons, particularly in terms of long-term dependency, loss
of autonomy, and systemic vulnerability. In order to mitigate these risks and achieve digital
independence, peripheral states must prioritize sovereign Al policies. Sovereign artificial
intelligence emphasizes a state’s commitment and capacity to develop Al technologies that
safeguard digital sovereignty and security while aligning with the fundamental values of the
society in which they are embedded. The primary objective of this paper is to examine how big
Al companies—particularly those based in the United States and China—penetrate digital
sovereignty by influencing political domains, economic structures, and socio-cultural
dynamics, and to analyze the implications of these processes for Tirkiye. Additionally, the
study advocates for the development of sovereign Al applications and policies in Turkiye that
are consistent with national interests and societal values. Methodologically, the study adopts a
qualitative research design grounded in a comprehensive literature review. Within this
framework, national and international Al-related legislation and strategic policy documents,
reports published by non-governmental organizations on Al companies, data from the Turkish
Statistical Institute (TURKSTAT), and relevant academic studies are systematically examined
using descriptive and content analysis techniques. The findings are then interpreted in relation
to the study’s conceptual framework.

Keywords : Big Artificial Intelligence Companies, Digital Sovereignty, Sovereign Acrtificial
Intelligence, Core—Periphery Relations, State, Turkiye.

1. GIRIS
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Sanayi devriminden yapay zeka devrimini konustugumuz bugiine kadar gecen siirede c¢ok
sayida kirilma noktas1 yasanmis ve her kirilma noktasindan yeni bir siire¢ dogmustur. Yapay
zeka, s6z konusu kirilma noktalarindan yalnizca biri olmakla birlikte insanlik tarihi agisindan
onceki kirilma anlarina kiyasla ¢ok daha kapsamli sonuglar dogurma potansiyeline sahiptir.
Yapay zekd, insan olma hallerini ve buna bagli olarak kiiltiirii, diislinlis ve davranis bigimini
onemli Ol¢lide degistirme ihtimalini ortaya koymaktadir. Ayrica kdkenleri yapay zekanin
icadindan ¢ok daha dnceye dayanan teknoloji, devlet ve egemenlik arasindaki iligkinin kokten
degisime ugrama durumu s6z konusudur. Bu kokten degisimin nedeni devlete ait olan
egemenlik olgusunun teknoloji eliyle yapay zekaya ve yapay zeka sirketlerine devredilebilme
olasiligidir. Bu olasilik dijital egemenlik olarak tanimlanan yeni bir egemenlik alaninin
tartismaya ag¢ilmasina zemin hazirlamaktadir. Dijital egemenlik, bilisim ve yapay zeka
teknolojisindeki gelismeler sonucunda soyutlasan sinirlarin, dijital verilerin ve alt yapinin
devlet tarafindan korunmasi ihtiyacini ifade etmektedir. Bu yeni tiir egemenligin uygulama
sahasi ise siber vatan/dijital vatan kavramlarinda somutlagmaktadir.

Glniimiizde yapay zeka sirketlerinin sermaye acgisindan giiglii durumda olmalar1 devlet
yonetimleriyle olan iligkilerinde onlar1 daha gii¢lii bir duruma tagimaktadir. Teknolojik bilginin
egemenligini elinde tutan yapay zeka sirketleri devletler i¢in hem firsat hem de risk
dogurmaktadir. S6z konusu etkileri ¢ok boyutlu analiz etmek gerekmektedir. Bu bildiri, biiyiik
yapay zeka sirketlerinin merkez-¢evre iliskilerinin yeniden bigimlenmesindeki roliinii, dijital
egemenlik ve egemen yapay zeka iliskisini ve bu iligkinin siyasal, ekonomik ve toplumsal-kiiltirel
yapilar lizerindeki etkisini analiz etmeyi amaglamaktadir. Ayrica bu calisma biiylik yapay zeka
sirketlerinin ve yapay zek&nin Tiirkiye iizerinde yarattig1 firsatlar1 ve riskleri incelerken, Tiirkiye’ye
0zgu egemen yapay zeka i¢in atilmasi gereken adimlar ele almaktadir.

2. BUYUK YAPAY ZEKA SIRKETLERi: MERKEZ-CEVRE ILiSKiLERINiN
YENIDEN BiCIMLENMESI

Merkez-gevre iligkileri yaklagimi, modern uluslararasi sistemi, kiiresel ekonomik yapidaki ast-
uist iliskilerini, uluslagsma ve sanayilesmenin ortaya ¢ikardig1 sosyolojik ayrigmalari ve kiiresel
esitsizlikleri analiz eden bir modeldir (Caglar, 2022). Bagimlilik ekoliine dayanan merkez-
cevre iligkileri modeli, merkezi temsil eden gelismis iilkelerin, ¢evreyi temsil eden gelismekte
olan ya da azgelismis iilkeler lizerindeki hegemonyasini ve ¢evrenin merkeze yonelik olan
yapisal bagliligin1 6ne stirmektedir. 1970’1 yillarin baginda Immanuel Wallerstein’in diinya-
sistemleri teorisiyle bu model zenginlestirilmis, kapitalizmin kiiresel yapis1 merkez, yari-gevre
ve ¢evre seklinde siniflandirilmistir (Lorasdagi, 2022). Dlinya-sistemleri teorisine gore ABD
ve Bati Avrupa gibi teknolojik bilgiyi elinde tutan, sermaye yogun merkez iilkeler, ucuz
isgiiciine dayanan ve emek yogun bir yapiya sahip ¢evre iilkeler tzerinde hegemonik glice
sahiptir (Lorasdagi, 2022). Bu hegemonik gii¢ iliskileri ¢evre iilkelerin kalkinmasini
engellemektedir.

Merkez-gevre iliskileri sermaye birikim siireglerine ve tiretim bigiminin/yeteneginin degisimine
gore sekillenebilmektedir. Sanayilesmis devletin merkez aktér oldugu klasik merkez-cevre
iligkilerinin geleneksel sermaye birikim siireglerine, somiirge iligkilerine ve nihai mal ve
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hizmetleri iiretmek i¢in kullanilan ekipmanlar1 ifade eden fiziksel sermayeye (fabrikalar-
Uretimde makinelesme siiregleri-seri tiretim vb.), toprak egemenligine, ekonomik ve ticari
bagimliliga gore sekillendigini ifade etmek miimkiindiir (Mupi, 2017: 142). Dijitallesme
kapsaminda ortaya ¢ikan dijital merkez-gevre iliskilerinde ise gelismis devletler merkez aktor
olma rollerini biiyiikk yapay zeka sirketleriyle paylasmaktadir. Bu yeni yap1 ¢ok aktorli,
platform temelli ve asimetrik bir dunya sistemini beraberinde getirmektedir. S6z konusu yeni
tlr merkez-gevre iliskileri veri egemenligine, uzmanlasmis dijital yeteneklere, dijital, biligsel
ve entelektiiel sermayeye, veri merkezlerinden, fiber optik aglardan olusan dijital altyapiya
dayanmaktadir (Khaustova vd., 2021; Svarc vd., 2021; Tambe vd., 2020., Nguyen, 2023).
Dijital merkez-gevre iliskilerinde giderck merkezde konumlanan yapay zeka sirketlerinin
cografi dagilimina bakildiginda, ABD’nin 19.392 firma ile lider konumda oldugu, Avrupa’nin
14.518 firma ile Asya’nin ise 13.767 firma ile onu yakindan takip ettigi, Cin’deki yapay zeka

sirketlerinin sayisinin ise 2020’de 1.454 iken, 2025’te 5.000’1 astig1 goriilmektedir (Vention
Teams, 2025).

Buyuk Yapay Zeka Sirketlerinin Kiuresel Dagilima

Dijital merkez cevre iliskilerinde yapay zcka yirk ini Kiiresel

19.39

miic inin yeni bir

14.518 13.767

Avrupa - i

ABD - Asya - Yiikselen Giig

hegemonilc Regiilasyon ve AR-GE yatnmlaryla giiclit Avrupa'y1 yakimdan takip eden firma sayist

::::::::

S5K+

Cin - Huizh Biiyilime

2020°den bu yana 5 katlik artis g8steren sirket sayist

Gorsel 1. Bilyiik Yapay Zeka Sirketlerinin Kiiresel Dagilimi (Vention Teams, 2025).

Biiyiik yapay zeka sirketleri odaginda yapilan yatirimlara baktigimizda birinci siray1 yapay zeka
sektorline 13 milyar dolar degerinde yaptig1 yatirim ile Nvidia’nin, ikinci sirayr 10,3 milyar
dolar degerinde yaptig1 yatirim ile Microsoft’un, li¢iincii siray1 5,9 milyar dolar ile Amazon’un

ve dordiincii siray1r 1,5 milyar dolar ile Google’in aldigim1 gérmekteyiz (State Of Artificial
Intelligence, 2025).

Yapay Zeka Sektoriinde Dev Yatirimlar

Teknoloji devlerinin 2025 yilinda yapay zeka alamna yaptig: stratejik yatimimlar, sektoriin gelecegini sekillendiriyor

13B 10.3B 5.9B 1.5B

Nvidia Microsoft Amazon Google

Lider konumda Giigli yatinmer Sektdr dnciisii Stratejik oyuncu

Gorsel 2. Yapay Zeka Sektoriindeki Oncii Sirketler (Vention Teams, 2025).
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Yapay zeka sektoriniin diinya genelindeki toplam biiytikliigii ise 2024 yilinda 184 milyar dolar1
asarken, 2030 yilina kadar yillik %28,46 biiylime oranmiyla 826,7 milyar dolara ulagsmasi
beklenmektedir (Vention Teams, 2025). Ayrica 2024 yilinda, yapay zeka alanindaki yatirim
sozlesmelerinin ¢ogunun ABD’de gerceklestigi (74 milyar dolar degerinde 1979 adet yatirim
sozlesmesi) goriilmektedir (Vention Teams, 2025). Ek olarak 2024 yilinda yapay zeka
sektoriine Avrupa’da 10,9 milyar dolar, Asya’da 8,8 milyar dolar yatirimin yapildig1 tespit
edilmektedir (Vention Teams, 2025). Bolge dlgeginde bakildiginda ise yapay zeka sektoriiniin
en biiylik kismini1 50,16 milyar dolar ile ABD’nin olusturdugu ve 2030 yilina kadar yapay
zekanin kiiresel gayrisafi yurtici hasilasina 17,1 trilyon ila 25,6 trilyon dolar arasinda katkida
bulunacagi tahmin edilmektedir (Vention Teams, 2025). Son olarak 2030 yilina kadar yapay
zekd yatirimlarinin ABD’nin gayrisafi yurti¢i hasilasina %14,8, Cin’in gayrisafi yurtici
hasilasina ise %26,1 katki saglamasi ve yapay zeka sektoriinden en biiylik fayday: elde edecek
devletlerin ABD ve Cin olmas1 beklenmektedir (Vention Teams, 2025). Goriildiigii izere yapay
zeka sirketleri ve bu sirketlerin mensei olan devletler dijial merkez-cevre iligkilerinde merkez
konumunda yer almaktadir.

Dijital merkez-¢cevre iliskilerinde biiyiik yapay zekd sirketlerinin  konumunun
kuvvetlenmesinde bu sirketleri dogrudan ya da dolayli olarak destekleyen devlet
yatirimlari/tesvikleri énemli bir yer teskil etmektedir. Ornegin Cin’de yapay zeka
teknolojilerine destek saglamak amaciyla 60 milyar yuan tutarinda Ulusal Yapay Zeka
Endiistrisi Yatirnm Fonu kurulmustur (CRI Tirk, 2025). Bu yatinmlar 6zellikle veri
merkezlerinin insasi ve enerji ihtiyacinin karsilanmasi maksadiyla yapilmaktadir. Yapay
zekanin siirekliligi i¢in 6nemli bir yere sahip olan veri merkezlerine yapilan yatirimlara
baktigimizda ABD’nin veri merkezi kapasitesinin kiiresel toplaminin %40’ indan fazlasini
temsil ettigi, Asya-Pasifik’in ikinci ve Avrupa’nin ise ligiincii sirada oldugu goriilmektedir
(Panday & Gruenwald, 2025). Dijital merkez-gevre iliskilerinde dijital platformlara ve hizmet
saglayicilarina, veri akisina, veri merkezlerinin siirekliligi i¢in ise enerjiye olan bagimlilik s6z
konusudur (Cigna, 2018; Nguyen, 2023). Bu yeni tiir bagimliliklar hem merkez hem ¢evre i¢in
gecerlidir. Ornegin merkez iilkelerde (ABD-Cin gibi) veri merkezleri i¢in enerji ve veri akisi
bagimliligi/ihtiyact s6z konusuyken c¢evre tilkeler/kitalar i¢in (Afrika, Latin Amerika, kismen
Avrupa) dijital platformlara ve hizmet saglayicilarina bagimlilik, algoritmik kontrol ve siber
giivenlik agiklar1 ortaya g¢ikmaktadir (Cigna, 2018; Nguyen, 2023.) Bu tiirden bagimlilik
iliskileri 6zellikle ¢evre konumundaki devletler i¢in dijital ugurum riskini beraberinde
getirmektedir. Dijital ucurumun en 6nemli gostergelerinden biri internete erisim diizeyidir.
Gelismis ekonomileri temsil eden merkez tilkelerde her bes kisiden dordii internet kullanirken,
az gelismis ekonomilerde bes kisiden sadece biri internet kullanmakta ve bu durum, dijital
ucurumun sadece bir yoniinii yansitmaktadir (Nguyen, 2023:7).

Dijital uguruma ve dijital bagimliliga neden olan en 6nemli etken, dijital ekonominin ABD ve
Cin tarafindan yonetilmesidir. Kamuya ag¢ik bulut bilisim i¢in diinya pazarinin %75’ inden
fazlasi, nesnelerin interneti icin kiiresel harcamalarin %50’si ve blok zinciri teknolojileriyle
baglantili tiim patentlerin %75°1 bahsi gecen iki iilkeye aittir (Nguyen, 2023:7). Bu nedenle,
dijital teknolojideki ilerlemelerde, diinyanin geri kalani (6zellikle Latin Amerika ve Afrika) Cin
ve ABD’nin gerisinde kalmaktadir (Nguyen, 2023:7).
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Dijital Ekonomi Raporuna gore UNCTAD (2024), dijital ugurumu ve bagimlilig: tetikleyen bir
baska neden dijital teknolojinin ve alt yapinin, hammaddelere biiyiik 6l¢liide muhta¢ konumda
olmasidir. Gelismekte olan tilkeler, dijitallesmenin gevresel maliyetlerinin yikinu ustlenirken,
daha az fayda saglamakta, diisiik katma degerli hammaddeleri ihra¢ etmekte ve yiiksek katma
degerli cihazlari ithal etmekte, bunun yani sira dijital atik miktar1 da artmaktadir (UNCTAD,
2024). Geligmis iilkelerde kisi basma 3,25 kilogram dijitallesmeyle ilgili atik tretilirken,
gelismekte olan tilkelerde bu rakam 1 kilogramin altinda tespit edilmekte, az gelismis tilkelerde
ise kisi basma diisen dijital atik sadece 0,21 kilogram olmaktadir (UNCTAD, 2024).
Dijitallesmenin liretim asamasi, zengin maden kaynaklarina sahip gelismekte olan iilkelerde
(cevre konumundakiler) hammaddelerin ¢ikarilmasi ve islenmesi sirasinda ekolojik maliyetlere
(su kaynaklarinin azalmasi, ¢evre kirliligi gibi) neden olmaktadir (UNCTAD, 2024). Giderek
artan dijital ekolojik esitsizliklerin giderilmesi, madencilik alaninda siirdiiriilebilir
yaklagimlarmin tesvik edilmesi, dijital altyapinin gelistirilmesi, dijital atik ihracatinda
yasadisiligin onlenmesi ve gelismekte olan iilkelerde kapasite gelistirmenin desteklenmesi
konusunda uluslararas1 diizeyde ortak ¢aba sarfedilmelidir (UNCTAD, 2024).

Biiyilk yapay zeka sirketlerinin, dijital merkez-¢evre iligkileri kapsaminda devlet
orgiitlenmesinin yani sira merkez aktér konumuna gelmesi, veri yonetimi ve hammadde
uzerindeki hakimiyeti, kamu hizmetleri sunumunda artan rolii, yapay zeka alt yapisin1 kontrol
etme kapasitesi, diinya genelinde giderek artan enerji tiiketimindeki ve su ihtiyacindaki payzi,
kamu politikalarini ulusal ve uluslararasi diizeyde dolayli bigimde bigimlendirmesi, devletin
diizenleyici roliinii ve egemenlik sahasini yeniden diisiinmemiz gerektigini ortaya koymaktadir.
Dijital ekonomiye dayanan yeni diinya diizeninde devletin egemen olmasi gereken saha
somuttan soyuta dogru genisleme gostermis ve dijital vatan-siber vatan gibi olgular Gizerinden
yeni bir egemenlik tiirli olarak dijital egemenlik kavrami ortaya ¢ikmustir.

3. DIJITAL EGEMENLIK VE EGEMEN YAPAY ZEKA iLiSKiSi: SiYASAL,
EKONOMIK VE TOPLUMSAL-KULTUREL YAPILAR

AB Federal Sansolyeligi tarafindan, donanim, yazilim, hizmetler ve beceriler agisindan dijital
dontisiimii kendi belirledigi sekilde sekillendirme yetenegini ifade eden dijital egemenlik
kavrami, dijital alanda siki ve korumaci 6nlemlere bagvurmak veya her seyi kendi basina
yapmak anlamina gelmemektedir (World Bank, 2021). Dijital egemenlik, teknoloji, yonetisim
ve toplumsal degerlerin kesisim noktasinda yer almakta ve devletlerin dijital altyapilar, veriler
ve teknolojik gelismeler lizerinde kontrol sahibi olma, gerekli oldugu alanlarda egemen kararlar
alma ihtiyacinin giderek artmasini yansitmaktadir (World Bank, 2021; Maathuis & Cools,
2025). Devlet yapilarinin Google, Apple, Meta, Amazon ve Microsoft gibi teknoloji devlerinin
giderek daha fazla hakim oldugu dijital altyapilar iizerinde otoritesini yeniden yapilandirmaya
calismasi, dijital egemenligin siyasi ve ekonomik sonuglarini ortaya ¢ikarmaktadir (Tan et al.,
2023:7).

Avrupa Birligi (AB), dijital merkez-cevre iligkileri baglaminda diinya genelinde giderek artan
esitsizlikleri, dijital bagimlilig1 ve biiylik yapay zeka sirketlerinin tekellesme ivmelerini goz
ontlinde bulundurarak dijital platformun egemenligini kisitlayici birtakim diizenlemeler ortaya
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koymustur (Tan vd., 2023:7). Ornegin AB Komisyonu, 2021 yilinda yapay zeka konusunda ilk
yonetmeligi ¢ikarmis, 2024 yilinda ise bu adimi Yapay Zeka Yasasinin diizenlenmesi izlemistir.
Bunun yani sira AB tarafindan ortaya konmus olan “algoritmik seffaflik ve hesap verebilirlik”
yoluyla koruma saglamayi amaglayan Dijital Hizmetler Yasasi (DSA) ve AB’nin Genel Veri
Koruma Yonetmeligi (GDPR) gibi veri koruma diizenlemeleri devletin 6nemli yetki kullanim
alanlarin diizenlemektedir (Tan vd., 2023:8). Ortaya koyulan bu diizenlemeleri AB’nin yapay
zekad alaninda regiilasyoncu bir siiper giic olma ve dijital egemenligi savunma/ingaa etme
adimlar1 olarak degerlendirmek miimkiindiir (Tan vd., 2023:7). Ayrica Avrupa Konseyi (AK)
kapsaminda dijital egemenlik fikrini somutlastiran ilk iilke Almayanya’dir. Almanya hiikiimeti,
Avrupa Konseyi baskanlig1 i¢in hazirladig1 resmi programinda, “Avrupa dijital politikasinin
ana temasi olarak dijital egemenligi tesis etmek™ amacini deklare etmistir (Pohle & Thiel,
2021:47).

Dijital egemenlik siyasal, ekonomik, toplumsal ve kiiltlirel alanda saglanmasi gereken ¢ok
katmanli bir yapiya sahiptir. Devletlerin egemenliklerini ingaa etmeleri gereken yap1 daha soyut
nitelikli, cok aktorlii ve ¢ok diizeylidir. Giiniimiizde dijital egemenlik sahasi, devletlerin ve
biliylik yapay zekad sirketlerinin yer aldigi cok katmanli bir iktidar alanma doniismiis
durumdadir. Dijital egemenlik kavraminin miitemmim ciizi egemen yapay zekadir. Egemen
yapay zeka bir devletin kendi toplumsal degerlerini, kiiltiirlinii, tarihini vb.olgular1 kodlayarak
kendi verileri lizerinde s6z sahibi olabilme fikrine dayanmaktadir (Nvidia, 2024). Tanimdan da
anlasildigi lizere bir devletin kendi egemen yapay zekasinin olabilmesinin yegane sart1 yerli ve
milli veri merkezlerine sahip olmasidir. Bu agidan bakildiginda dijital merkez-gevre iliskilerini
yerli ve milli veri merkezine sahip olanlarin ve olmayanlarin uluslararasi sistem kapsamindaki
iliskileri olarak degerlendirebilmek miimkiindiir. S6z konusu degerlendirme kapsaminda ise
akillara “dijital egemenligi ve egemen yapay zeka uygulamalarini gergeklestirebilmek 6zellikle
cevre statiisiindeki devletler agisindan ne 6lgiide miimkiindiir?” sorusunu getirmektedir. Bu
sorunun yanitini ise algoritmik yonetisimin golgesindeki siyasal karar verme mekanizmalari,
ekonomik anlamda dijital bagimlilik, dezenformatif ve maniipiilatif icerik liretimi vasitasiyla
hakikatin golgelenmesi, toplumsal-kiiltiirel yapilarin tek tiplestirilme cabalari {izerinden
aramak miumkdndr.

Biiyiik yapay zeka sirketlerinin siyasi mekanizmalar iizerindeki etkisi en ¢ok karar verme
asamasinda ortaya ¢ikmaktadir. Yapay zeka sistemlerinin kullandigi algoritmalar {izerinden
karar vermek, dijital egemenlik ve egemen yapay zeka Uzerinden karar verme yetkisinin
gercekten kimde oldugunu yeniden sorgulatmaktadir. Karar verme, siyasal sistemlerde
secmenlerin oy tercihinden, politik tutumlarindan, siyasetcilerin kararlarina ve kamu
politikalarinin belirlenmesine kadar genis bir eksende gergeklesmektedir. Yapay zeka
teknolojisi oy tercihi konusunda bireylerin karar verme davranigina segmenler hakkinda biiyiik
miktarda veri toplama ve bu veriyi segcmenlerin oy tercihini degistirme potansiyelini tasiyan
icerikler liretmek i¢in siyasal iletisim siireglerinde kullanma vasitasiyla algoritma iizerinden
etki edebilmektedir. Bu durum 6zgiir irade ile oy kullanmay1 ya da siyasi davranis sergilemeyi
ziyadesiyle etkilemektedir.

2016 yilinda ABD baskanlik se¢imleri sirasinda Facebook {izerinden, Kremlin ile baglantisi
oldugu iddia edilen Internet Research Agency tarafindan haber akisi algoritmasi araciliiyla
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Trump yanlis1 igerikler 126 milyondan fazla Amerikaliya ulastirilmistir (Srivastava, 2023:
992). Bdylece Google ve Facebook arama sonuglarinin ve haber akiglarinin sirasi1 degistirilmis
kararsiz segmenlerin yaklasik %20’sinin etki altinda birakilmasi hedeflenmistir (Srivastava,
2023: 992). Bu ornek dijital egemenligin sinirlarmin ¢ok gegirgen ve muglak oldugunu
gostermektedir. Dijitale egemen olan ABD bile bazi durumlarda tam anlamiyla dijital
egemenligini koruyamamakta ve Facebook gibi platformlar {izerinden yurtdisi menseili
maniptilatif ve kimi zaman dezenformatif icereklerle ABD’nin egemenlik sahasi
asindirilmaktadir.

Yapay zeka teknolojilerinin karar verme konusundaki potansiyelinden maliye, egitim, saglik,
sosyal hizmet, personel yonetimi, barinma, savunma, planlama vb. ¢ok sayida kamu politikasi
sahasinda yararlanmak miimkiindiir. Tiim bu kamu politikas1 sahalarinin igerisinden savunma,
karmasik ve ¢ok boyutlu diisiinerek karar vermeyi gerektiren bir hizmet alan1 olarak 6n plana
¢ikmaktadir. Yapay zeka boylesi karmasik ve ¢ok boyutlu bir siirecte karar verme agisindan
oldukgca fayda saglayacaktir. Ozellikle lojistik konularinda, askeri malzemelerin, parcalarin ve
bitmis envanterin (ve ilgili bilgi akislarinin) tedariki, hareketi ve depolanmasi bakimindan
stratejik karar vermek miihimdir (Christopher, 2011: 2) Yapay zeka, askeri mithimmatin
muhafazasi ve tedarigi ile ilgili konularda ve bu malzemelerin nerede, ne zaman ve nasil
kullanilacagina karar verirken veriye ihtiya¢ duymaktadir. Dijital egemenlik ve egemen yapay
zeka baglaminda yerli ve milli veri merkezinin 6nemi bir kez daha goriiniir olmaktadir. Devlet
giivenligiyle ve savunmayla ilgili cok 6nemli bilgilerin /verilerin biiyiik yapay zeka sirketleri
tizerinden yabanci devletler tarafindan iglenme ihtimali dijital egemenlik konusu g6z ardi
edilemeyecek bir husustur.

Dijital merkez-gevre iligkilerinde dijital egemenligin bir baska boyutu ekonomidir. Veri ve
algoritma iizerinde kontrol kapasitesi artik iktisadi anlamda gelismisligin bir gdstergesidir.
Gunumuzde milli verisini yurticinde tutabilen ve bunu yurticindeki veri merkezlerinde
isleyebilen, islenmis bu verileri de ekonomiye yeniden kazandiran devletler ekonomik ve dijital
egemenligi elinde tutan giiclii devletler olarak konumlanmaktadir. Ornegin egemen yapay zeka
uygulamalari lizerinden verilerin giivenli bir sekilde islenmesi ve bu verilerin saglik alaninda
hastaliklarin tedavi ediciden ¢ok Onleyici saglik hizmetleri kapsaminda kullanilmasi, ilgili
devleti tedavi masraflarindan biiyiik 6l¢iide kurtaracak ve bu durum ekonomi hanesine arti
deger olarak yazilacaktir (World Economic Forum, 2024). Bunun yani sira egemen yapay
zekaya ve milli-yerli veri merkezlerinin ingaasina devlet biitgesinden dnemli 6l¢iide ayrilacak
yatirrm paylari, milli verileri isleyebilen, egemen yapay zekd bilinci yliksek is giiciinii
olusturarak ulusal rekabet avantaji yaratan verimli bir inovasyon ekosistemine vesile olacaktir
(World Economic Forum, 2024). Boylece egemen yapay zeka politikasiyla dijital bagimliliktan
ve biiylik yapay zeka sirketleri iizerinden olusan dijital tekellesmeden bir nebze de olsa
kurtulmak moumkiin hale gelebilmektedir. Egemen yapay zekd uygulamalarinin diinya
genelinde sayis1 artmadikca veri isleme yetenegi biiyiik 6l¢iide biiyiik yapay zeka sirketlerinde
kalacak bu da ekonomik esitsizligi derinlestirecektir (Bhardwaj vd., 2025: 7). Hindistan, Kenya,
Filipinler veya Meksika’dan istthdam edilen milyonlarca taseron isc¢inin yapay zeka
modellerinin gelistirilmesini saglamak icin saat basina 1,46 dolar iicret almasi ekonomik
anlamda dijital esitsizlige 6rnek olarak gosterilebilir (Bhardwaj vd., 2025: 7).
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Biiyiik yapay zeka sirketlerinin toplumsal-kiiltiirel yapilara etkileri dijital esitsizlik, ayrimeilik,
kiiltiirel tek tiplesme, yalnizlasma ve dijital bagimlilik, mahremiyet algisinin ve olgusunun
asinmasi, insanin veri ekonomisinin bir parcast olmasi, toplumsal manipiilasyon ve
dezenformasyon gibi durumlar seklinde siralanabilir. Yapay zekadnin toplumda
yayginlagsmasinin belki de en 6nemli sonucu biiylik yapay zeka sirketlerinin sosyal niceleme
sektoriinii yonlendiren tekeller haline gelmesi nedeniyle insanlarin veri ekonomisinin bir
parcasi olup olmama 6zgiirliigiiniin yok olmasi ve bireysel 6zerkligin kaybolmasidir (Bhardwaj
vd., 2025: 7) Ayrica bu verilerin biiylik yapay zeka sirketleri tarafindan ayrimciliga yol
acabilecek sekilde islenmesi ihtimali vardir. Hollanda’da 2019 yilinda ortaya ¢ikan “Sosyal
Yardim Algoritmas1 Skandali” bu durumun en c¢apict Orneklerindendir. 2019 yilinda
Hollanda’daki vergi daireleri tarafindan ¢ocuk bakim yardimi dolandiriciligini tespit etmek
amaciyla risk profilleri olusturmak icin kendi kendine 6grenen bir algoritma kullanilmis ve
cogu diisiik gelirli veya etnik azinliklara mensup on binlerce aile, dolandiricilik siiphesi ve vergi
dairesine olan fahis borg¢lar nedeniyle yoksulluga siiriiklenmis ve hatta ¢ocuklar1 koruyucu
ailelere verilmistir (Heikkild, 2022). Hollanda’daki bu olayda yapay zekanin diisiik gelirli ya
da etnik azinliklara mensup insanlar1 ayrimciliga tabii tutarak haksiz yere cezalandirdigini
sOylemek mimkunddr.

Yapay zekdnin toplumsal-kiiltirel yapiya olumsuz anlamda en Onemli etkisi
dezenformasyondur. Yapay zekanin toplumun gerceklik algisiyla oynama ve kiiltiirel yapiy1
sahte gerceklige inanir hale getirme potansiyeli mevcuttur. Yapay zeka kullanilarak sahte igerik
ve yalan haber iiretimi giiniimiizde oldukc¢a kolaydir. Ayrica dezenformatif bilgi gergek bilgiye
oranla ¢ok daha hizli yayilmaktadir. Bu durum gergek bilgiye/hakikate ulasmanin ve dijital
okuryazarligin 6nemini ortaya ¢ikarmaktadir. Dezenformasyonun devlet kurumlarini da hedef
aldig1 goéz onilinde bulunduruldugunda dogru ve onaylanmis bilgi kaynaklarinin sayisini
artirmanin ve bireylere dijital okuryazarlik ile egemen yapay zeka bilincini asilamanin dijital
egemenligi giiclendirmek acisindan oldukca dnemli oldugu anlagilmaktadir.

4. SONUC YERINE: TURKIYE ACISINDAN FIRSATLAR, RiISKLER VE EGEMEN
YAPAY ZEKAYA YONELIK ADIMLAR

Tirkiye’de dijitallesme yolunda atilan adimlar e-devlet uygulamalariyla baslamis, COVID 19
pandemisinin etkisi, yapay zeka teknolojisinin gelismesi ve dijital devlet olma saikiyle etki
alanin1 genisletmistir. Tiirkiye’nin dijital merkez-¢evre iligkileri acisindan konumunu
belirleyebilmek, yapay zeka agisindan Tiirkiye’nin firsatlarini, risklerini belirleyebilmek ve
egemen yapay zekaya yonelik olasi adimlar1 analiz edebilmek icin Oncelikle Tiirkiye’deki
yapay zeka ekosistemine ve bilgi iletisim teknolojileri sektoriiniin durumuna yakindan bakmak
gerekmektedir. Tiirkiye’deki yapay zekad ekosistemini kapsayan bilgi iletisim teknolojileri
sektorilinlin son yillarda ivme kazandigin1 ve bu alanda yapay zeka, sektorel bulut platformlari,
strdurdlebilir teknoloji alanlarinin 6n plana ¢iktigini ifade etmek miimkiindiir. Buna gére ilgili
sektoriin Tiirkiye’de 2018-2022 yillar1 arasinda TL bazindaki yillik ortalama biiyiimesi %25,2
artarak yaklasik 409 Milyar TL olmustur (Eczacibasi ve Alsan, 2023: 7).
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Bilgi ve iletisim teknolojileri sektoriiniin 2022 yili ihracati 28.665 milyon TL iken toplam
thracat1 2018-2022 yillar1 arasinda dolar bazinda yillik ortalama %10 artmis ve bu ihracatin en
biiyiik payin1 bilgi teknolojileri yazilim kategorisi olugturmustur (Eczacibasi ve Alsan, 2023:
7). Ayrica bu sektorde 2012 yilinda 167.570 kisi ¢alisirken bu say1 2019 yilina gelindiginde
212 bin 530’a, 2020 yilinda 227 bin 543’e ve 2021 yilinda 259 bin 209 kisi 2022 yilinda ise
282.000 kisiye ulastig1 ve son 10 yilda siirekli artis seyrinde oldugu goriilmektedir (Eczacibasi
ve Alsan, 2023: 7). Bilgi ve iletisim teknolojilerinin gelisim seyrinde Tiirkiye’de yapay zeka
odakli kurulan sirket sayis1 onem arz etmektedir. Buna gore Eyliil 2025 giincellemesiyle
Tiirkiye Yapay Zeka Inisiyatifi (TRAI) Girisim Haritasi’na eklenen 44 girisimle Tiirkiye’de
yapay zeka odakli startup sayis1 419°a ulagsmistir (TRAI, 2025).

% TRAI
Girisim
Haritasi

EYLUL 2025

Gérsel 3. Tiirkiye’de 2025 Yih itibariyla Yapay Zeka Odakh Startup Sirketleri (TRAI, 2025).

Tiirkiye’de yapay zeka odakli kurulmus girisim sayisinin yani sira yapay zeka teknolojilerinden
herhangi birini kullandigin1 belirten girisimlerin sayis1 ve ekonomik faaliyet alanlar1 6nemlidir.
Bu sayiy1 ve ekonomik faaliyet alanlarimi tespit etmek Tiirkiye’deki yapay zekd kullanim
thtiyacinin ne 6lgiide ve ne yonde oldugunu anlamak icin gereklidir. Buna gore Tirkiye’de
herhangi bir yapay zeka teknolojisini kullandigini ifade eden girisimlerin oran1 2021 yilinda
%2,7 iken bu oran 2025 yilinda %7,5 olmus ve 4 yilin sonunda %178 oraninda bir artis
yasanmustir (TUIK, 2025). Yapay zeka kullammmin faaliyet alanlarma ilk iicte yer alanlar
incelendiginde; yapay zekanin en fazla %47,1 ile “bilgi ve iletisim” faaliyeti yiiriiten girisimler
tarafindan kullanildig1 goriilmiis, bu faaliyet grubunu %21,1 ile “finans ve sigorta” faaliyeti
ylirliten girisimler ve %15,2 ile “bilgisayarlarin ve iletisim ara¢ ve gereclerinin onarimi”
faaliyetini yiiriiten girisimler izlemistir (TUIK, 2025).
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Girisimlerde Yapay Zeka Kullammminin Gelisimi

Yapay zeka teknolojilerinden herhangi birini kullandigin belirten girisimlerin orani, 2021 yilinda %2,7 iken bu oran 2025 yilinda %7.5 oldu.
Calisan Sayis1 Biiyiikliikk Grubuna Gére Yapay Zeka Kullanim

2021 Y1ih Verileri 2025 Y1ih Verileri

0 04

10-49 galigan 50-249 galisan 250+ galigan 10-49 cahigan 50.249 calisan 250+ galisan

Yapay zeka kullanan girisimler ¢ahsan sayis: biiyiikliik grubuna gére incelendiginde; 2021 yilinda 10-49 calisam olan girigsimlerde %62,3, 50-249 ¢ahsam
olan girisimlerde %3.6 ve 250 ve iizeri ¢alisani olan girisimlerde %09,6'dir. 2025 yilinda 10-49 ¢cahsam olan girisimlerin 906,6's1inin, 50-249 cahsam olan
girigimlerin %99,6'smn ve 250 ve iizeri calisam olan girisimlerin %924,1'inin herhangi bir yapay zeka teknolojisi olarak kullamlmstir.

Gorsel 4. Tiirkiye’deki Girisimlerde Yapay Zeka Kullammmin Gelisimi (TUIK, 2025).

Yapay zeka kullanan girisimlerde 2021-2025 yillar1 bazinda hangi yas grubu ne kadar
kullaniyor diye baktigimizda ornegin, 2021 yilinda 10-49 ¢alisani olan isletmelerde %2,3
oraninda yapay zeka kullanirken, 2025 yilinda bu oranin %6,6’ya yiikseldigini gorebilmekteyiz.
(TUIK, 2025). 250 ve iizeri calisan1 olan bir girisimin yapay zeka kullanim oran1 2021 yilinda
%9,6 iken bu oran 2025 yilinda %24,1 olmaktadir. (TUIK, 2025). Dolayistyla calisan sayisi
artik¢a yapay zeka kullanim orani1 artmaktadir. Yapay zeka teknolojilerinden herhangi birini
kullandigin1 belirten girisimlerin yapay zeka kullanma amagclar1 incelendiginde; 2025 yilinda
girisimlerin en fazla %46,5 ile pazarlama veya satig amaciyla yapay zekay1 kullandigy, iiretim
veya hizmet siire¢leri amaciyla kullanimin %41,1 oraniyla ikinci sirayr aldigi goriilmektedir
(TUIK, 2025). Bunun yani sira % 41,0 ile arastirma ve gelistirme (Ar-Ge) faaliyeti amaciyla
yapay zeka kullanimu {igiincii sirada yer almaktadir (TUIK, 2025). Bu verilerden de anlasilacagi
Uzere tuketici tercihlerini algoritmik olarak analiz etmek ve bu analiz kapsaminda pazarlama,

satig ve lretim amaciyla yapay zeka kullanimi Tiirkiye’de yer alan girisimler i¢in 6nemlidir
(Gorsel 5).

Girisimlerin Yapay Zeka Kullanim Amaclar

Yapay zeka teknolojilerinden herhangi birini kullandigim belirten girigsimlerin yapay zeka kullanma amaglar incelendiginde:
2025 yilinda girigimlerin en fazla 2446,5 ile pazarlama veya satiy amaciyla yapay zeka yvazilim veya sistemlerini kullandig: tespit edildi.

Pazarlama/Satis
Uretim/Hizmet Sdrecgleri
Ar-Gesyenilik

isletme Surecleri/Yénetim
Muhasebe/Finans

BT Guvenligi

Lajistik

o 20 a0 &
Bunu, %41,1 ile firetim veya hizmet siirecleri amaciyla kullanim, %41,0 ile Arastirma ve Gelistirme (Ar-Ge) veya yenilik faaliyeti amaciyla kullanim ve
9640,0 ile isletme siirecleri ve yénetim organizasyonu amaciyla kullanum takip etti. Muhasebe, kontrel veya finans yénetimi amaciyla yapay zeka kullanum
9633,7, bilgi ve iletisim teknolojileri giivenligi amaciyla yapay zeka kullanimm %22,6, lojistik faaliyetler amaciyla yapay zeka kullanim ise %13,6 oldu.
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Gérsel 5. Girisimlerin Yapay Zeka Kullamm Amaclan (TUIK, 2025).

Yapay zeka kullaniminda uzmanlik bilgisine sahip olunmasi, maliyetlerin diisiik olmasi ve
yapay zeka kullaniminin hukuki sonuglarinin bilinmesi énemlidir. Gorsel 6’daki duruma gore
ise girisimlerin yapay zekay1 kullanmama nedenlerinin en basinda %74,2 ile girisimde ilgili
uzmanlk eksiginin bulunmasi oldugu goriilmektedir (TUIK, 2025)!. Ayrica yapay zeka
maliyetlerinin yliksek olmasindan dolayr yapay zekayi kullanamayanlarin oran1 %67,4 ve
yapay zeka kullanirken hukuki bilgi eksikliginden ve hukuki sonuglardaki belirsizlikten
kaynakli kullanmayanlarin oran1 %62,4 olarak tespit edilmistir (TUIK, 2025).

(%)

Calisan sayisi biiyiikliik grubu

Yapay zeka teknolojisi kullanmama nedeni Toplam 1049 50-249 250+
Girigimde ilgili uzmanlhk eksikliginin bulunmasi 74,2 76,0 68,8 65,0
Maliyetlerin cok yiksek olmasi 67,4 67.8 66,2 65,5
Hukuki sonuclann net olmamasi 62,4 62,3 62,3 65,0
Veri koruma ve gizliligin ihlaline iliskin endiselerin olmasi 61,8 62,8 56,6 63.4
Mevcut ekipman, yazilim veya sistemlerle uyumsuzlugun olmasi 61,7 62,1 61,9 56,0
Gerekli verilerin mevcudiyeti veya kalitesi ile ilgili zorluklann bulunmasi 54,7 553 521 54,0
Etik faktorler 43,6 441 416 421
Yapay zeka teknolojilerinin girisime yararh olmamasi 16,1 17,2 12,9 104

Géorsel 6. Girisimlerin Yapay Zeka Kullanmama Nedenleri (TUIK, 2025).

Bilgi ve iletisim sektoriine ait karnesinden de anlasilacag tizere Tiirkiye, dijital merkez-cevre
iligkileri kapsaminda heniiz merkez iilkelerle rekabet edebilecek asamada degildir ve ¢evre iilke
konumundadir. Bunun yani sira Tiirkiye’nin, dijital merkez-gevre iligkileri kapsaminda yapay
zeka ekosistemindeki konumu kendi igerisinde birtakim firsatlar riskler barindirmaktadir.
Oncelikle Tiirkiye, yapay zeka ekosistemine dahil olabilmek icin énemli adimlar atmaktadir.
Tirkiye’nin 2000’11 yillarin bagindan giiniimiize kadar ki siirecte uyguladigi kamu yonetiminde
dijitallesme politikasi, yurticinde gelisim gosteren yapay zeka ekosisteminin varligi, 2021°de
yayinladig1 Ulusal Yapay Zeka Stratejisi belgesiyle bu alandaki yol haritasini ¢izmesi atilmig
olan 6nemli adimlardandir.

Tiirkiye nin dijital egemenlik konusunda onemli firsatlara sahip oldugu sdylenebilmektedir.
Veri merkezleri dijital egemenlikte stratejik bir dneme sahiptir. Tiirkiye 2030 yilina kadar 10
milyar dolarlik veri merkezi ve yapay zeka yatirimi yapmay: planlamaktadir (Seving ve
Goniiltag, 2025). Veri merkezine yapilacak olan bu yatirim Tiirkiye nin sahip oldugu énemli
firsatlardan biridir. Veri merkezlerinin sogutma ihitiyaclar1 géz 6niinde bulunduruldugunda
Tiirkiye’nin sicaklik olarak goérece diisiik olan bolgeleri (Dogu Anadolu vb.) bu merkezlerin
kurulmasi igin tercih edilebilir. Ayrica Tiirkiye’de iiretim, finans, saglik, adalet, egitim, kamu
yonetimi vb. alanlarda yapay zeka kullanimina bagh olarak sektorel bir yiikselis potansiyeli
vardir. Tirkiye’nin sahip oldugu teknoparklar, teknoloji gelistirme bdlgeleri ve arastirma-
gelistirme merkezleri ve nitelikli insan kaynag siirdiiriilebilir yapay zeka ekosistemlerini insaa
etmek i¢cin 6nemli bir firsattir.

! Birden fazla segenek isaretlenebildigi igin toplam 100 olmayabilir.
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Yapay zeka ekosistemi ve dijital merkez-cevre iligkileri Tiirkiye agisindan firsatlarin yani sira
birtakim riskleri de beraberinde getirmektedir. Oncelikle Tiirkiye veri egemenligi bakimindan
zay1f konumdadir. Tiirkiye’ye ait yerli ve milli veri merkezlerinin olmamasi ve kamuya ait
verilerin yabanci/disa bagimli platformlarda islenmesi hem dijital egemenlik hem de giivenlik
bakimindan Tiirkiye’yi gligsiizlestirme potansiyelini tagimaktadir. Bu bagimlilik Tiirkiye’yi
yapay zeka destekli karar alma siireclerinde digsal algoritmik yapilara ve biiyiik yapay zeka
sirketlerine kars1 savunmasiz birakabilme ihitmalini ortaya ¢ikarmaktadir. Ayrica yapay
zekanin Tiurkiye algis1 konusu kendi igerisinde risk tasimaktadir. Tiirkiye algoritmik
ayrimciliga kiltiir, din, dil, tarih gibi konular lizerinden maruz kalabilir ve kiiltiirel-dilsel
gorinmezlik riski ile kars1 karsiya birakilabilir. Bunun yani sira Tiirkiye’de uygulanan yapay
zekad temelli kamu hizmeti alimlarinda tipki Hollanda da yasanan algoritmik ayrimcilik
skandalinin yasanmamasi i¢in ilgili alanin siki bir sekilde denetlenmesi gerekmektedir. Her iki
durum da Tiirkiye agisindan risk tasimaktadir. Bu tiirden riskleri bertaraf edebilmek igin
egemen yapay zeka kapasiteninin gelistirilmesi 6enmlidir. Aksi halde Tirkiye nin dijital
merkez-gevre iliskilerinde ¢evre konumunun pekismesi s6z konusu olabilmektedir.

Tiirkiye’de egemen yapay zekaya yonelik hamleler kurumsal-hukuki, teknolojik-ekonomik ve
toplumsal-kiiltiirel alanlarda belirginlesmektedir. Egemen yapay zekayir kurumsal-hukuki
alanda giigclendirmek i¢in veri egemenligini Onceleyen diizenlemelere, algoritmik hesap
verebilirlige ve seffaflik mekanizmalarina agirlik vermek énemlidir. Ornegin her kurum Ulusal
Yapay Zeka Strateji Belgesine uyumlu bir bicimde dijital egemenlik ya da egemen yapay zeka
politika belgesi hazirlayabilir. Tiirkiye’de egemen yapay zeka kapasitesinin artirtlmasi igin
Cin’de oldugu gibi kamu oOnciiliigiinde yapay zeka altyapisinin gelistirilmesi politikasi
uygulanabilir. Yapay zeka sahasinda yerli altyapinin giiclendirilmesi ile ekonomik egemenligin
dijital 6l¢eginin hayata gecirilmesi agisindan 6nemlidir. Bu nedenle 6rnegin, yerli modele ve
milli veri setlerine ncelik veren KOBI’lerin ve girisim ekosisteminin devlet tarafindan
desteklenmesinin egemen yapay zeka kapasitesinin artirrmina olumlu katkilari olabilir.

Egemen yapay zekanin toplumsal ve kilttrel sahada da kendini gostermesi 6nemlidir. Yapay
zekanin toplum ve kiiltiir yapis1 lizerindeki olumsuz etkilerini diisiindiiglimiizde bu olumsuz
etkileri ortadan kaldirabilecek uygulamanin egemen yapay zeka oldugu ortaya ¢ikmaktadir.
Egemen yapay zeka sadece teknik bir takim siirecler dizgesinden ibaret degildir. Egemen yapay
zeka uygulamalarinda kiiltiirel temsil siireglerinin 6nemi biiyiiktiir. Buna gore egemen yapay
zeka kapasitesini artirabilme yolunda Tiirkge veri kullaniminin, kiilttirel igerik tiretiminin
(hakikate dayali bilgi tretim siirecinde Tiirkiye’ye 6zgii yerli ve milli Kiire Ansiklopedi
uygulamasi 6rnek olarak gosterilebilir) 6zellikle dezenformasyon stireglerine yonelik olarak
dijital okuryazarlik ve farkindalik kazanimlarinin katkis1 biiytiktiir.
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